
 

 

GİZİL ENERJİ INFORMATION SECURITY MANAGEMENT SYSTEM POLICY 

As Gizil Energy, within our scope of 'Engineering, consultancy, product supply and contracting services 

for industrial systems for industrial facilities'; 

Our Information Security Management System ensures that all our activities are carried out in accordance 
with the ISO 27001:2013 standard. 

GIZIL ENERJİ commits to provide secure access to information assets, to protect the usability, integrity 

and confidentiality of information, to evaluate and manage the risks that may arise on the information 

assets of itself and its stakeholders, to protect the reliability and brand image of the institution, to apply 

the necessary sanctions in case of violation of information security, To fulfill the requirements of national, 

international or sectoral regulations, legal and relevant legislation, to meet the obligations arising from the 

agreements, To provide information security requirements arising from corporate responsibilities towards 

internal and external stakeholders, to reduce the impact of information security threats on business / 

service continuity and to ensure business continuity and sustainability, to maintain and improve the level 

of information security with the established control infrastructure. 

In order to realize this policy, all GIZIL ENERJİ employees and certain external parties defined in the 
Information Security Management System are expected to comply with this policy and the Information 
Security Management System that implements this policy. All personnel must receive appropriate training. 
The Information Security Management System is subject to continuous and systematic evaluation and 
development. GIZIL ENERJİ has formed an information security committee, led by the senior 
management, including the information security manager and other managers, in order to support the 
Information Security Management System framework and periodically review the security policy. 
Evaluations and decisions made within the reach of this committee should be shared with the employees 
by the committee in order to ensure continuous improvement, they should be published and then they 
should be archived securely for the accessibility of the competent authorities. 

This policy aims to guide all activities related to information security at Gizil Energy and to reveal 
information security processes and controls with the support of sub-documents. 

              CEO, Managing Partner 
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